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Virtana has analyzed CVE-2021-4034, a vulnerability in the system-wide privileges manager Polkit.  This document provides customers with 
additional information on the exposure and exploitability of Virtana products.

Virtana products not exposed and not vulnerable to CVE-2021-4034

VirtualWisdom all supported versions
ProbeFC and ProbeNAS firmware all supported versions
Workload Generator
WorkloadWisdom
Virtana Migrate
Virtana Optimize
Virtana Platform

More information about the Vulnerability

Additional details on the vulnerability can be found on the SUSE security page: https://www.suse.com/security/cve/CVE-2021-4034.html

https://www.suse.com/security/cve/CVE-2021-4034.html
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